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This whitepaper is part of a four-part series. The 
series introduces Unified Intelligence as a new 
category, explains why 'always-on' intelligence 
is required to unlock the potential of AI, covers 
how to adopt the technology and embed it into 
complex operations, and imagines a world in 
which Unified Intelligence is ubiquitous. 



Zero to One by Peter Thiel is one of the most 
influential frameworks for building companies in 
the deep technology space. In the book, Thiel 
argues that the greatest value is created not by 
moving from one to n through incremental 
improvement or replication, but by going from 
zero to one: creating something fundamentally 
new that did not previously exist. Progress, in his 
view, comes from non-linear leaps in capability, 
from inventing new categories rather than 
competing within existing ones. It is the 
difference between optimisation and creation, 
between doing something better and doing 
something that could not be done at all.

Thiel’s central claim is that true innovation is not 
additive. It is discontinuous. Moving from zero to 
one means introducing a new capability that 
changes what is possible, not refining what 
already exists. Most organisations, however, are 
trapped in one-to-n thinking: more dashboards, 
more models, more AI, more tools layered onto 
the same fragmented foundations. Unified 
Intelligence is a zero-to-one shift. It is not an 
improvement to existing decision intelligence 
approaches; it is the creation of an operational 
capability that did not previously exist.

But unlike technologies and categories that have 
gone before, Unified Intelligence has a further 

extension of the zero to one argument. Not only 
must the capability move from zero to one, 
unlocking immense power and creating 
a significant shift in what people consider to be 
‘intelligence’, but each customer must also go on 
this journey. You see, as we have articulated in the 
earlier chapters in this series, Unified Intelligence 
is a capability that must be built into an 
organisation. That means it must be shaped, 
embedded, understood, and trusted at an 
individual organisational level. Therefore, 
adopting Unified Intelligence is not a one-to-n 
conversation. It's not an extension of what teams 
are already used to. It's not incremental. It's 
fundamental.  

But this sounds daunting. This type of thinking is 
bold, it's big, it's disruptive and organisations 
don’t typically adopt technology when faced with 
this dichotomy. This chapter lays out the practical 
and incremental steps that can be taken, that 
we’ve already seen taken, that lead to successful 
adoption and expansion of Unified Intelligence 
across high-consequence, complex, and dynamic 
operational landscapes. This paper is a blueprint 
for how organisations can think and shape the 
conversation, to deliver truly transformational 
impact with AI, whilst simultaneously mitigating 
the downside and adopting a human-first 
mindset. 

The CEO problem.
Unified Intelligence is a foundational capability: 
an always-on intelligence layer embedded within 
an organisation, maintaining a live 
understanding of operational state, modelling 
cascading impacts, and surfacing actionable 
recommendations before consequences 
materialise. It is holistic by design. It is not a tool 
built to solve a single task, but a capability that 
fundamentally changes how the organisation 
understands and manages its operations.

While Unified Intelligence exists conceptually as 
a category, how it exists in practice must be 
defined by each organisation’s reality. The critical 
question is not whether the capability is valuable, 
but where it should first be applied. This is not a 
technological decision. It is an organisational one. 
Each organisation must go from zero to one. 

The success or failure of Unified Intelligence 
hinges on where it is introduced. Deployed 
against the wrong problem, its impact is diluted 
and trust is delayed. Deployed against the right 
one, it becomes indispensable. The objective is 
therefore not to identify the largest or most 
visible issue, but the problem where continuous 
intelligence is structurally required rather than 
merely helpful. Here, we introduce the concept of 
the ‘CEO problem’.

A CEO problem is a problem that refuses to go 
away. It dominates executive attention because it 
is systemic rather than episodic. It reappears in 
board discussions not because it is poorly 
understood, but because it cannot be resolved 
with existing tools. It represents a persistent 
fragility in how the organisation operates, 
creating recurring risk, cost, or constraint despite 
sustained effort and investment.



CEO problems are not one-off events. They are 
conditions the organisation continuously 
operates within; congestion, resilience, recovery, 
capacity imbalance, safety exposure, service 
reliability. These are not projects with end dates. 
They cannot be managed through periodic 
analysis, static dashboards, or isolated 
optimisation. They require intelligence that is 
continuous.

Most organisational problems are not 'CEO 
problems' as we are defining them. Issues that 
are episodic, isolated, or solvable through local 
optimisation may be painful, but they do not 
justify an always-on intelligence capability. If a 
problem has a clear owner, a clear fix, and a 
plausible end date, it is not the right place to start. 
CEO problems persist precisely because they do 
not yield to competence, effort, or incremental 
improvement. They remain unresolved not 
through neglect, but because existing systems 
cannot reason about them as living, 
interconnected dynamics.

True CEO problems reveal themselves through 
repetition rather than drama. They surface across 
risk registers, growth plans, and operational 
reviews simultaneously. They trigger repeated 
intervention without resolution. And critically, 
they often exist in a state where nothing is 
technically wrong, yet outcomes continue to 
deteriorate. Decisions are locally rational. Plans 
are sound. And still, disruption propagates and 
recovery consumes disproportionate effort.

These are not execution failures. They are 
intelligence failures. The organisation lacks a 
continuous, holistic understanding of what is 
happening, what is about to happen, and how 
decisions propagate across the system over time. 
No team sees the whole picture, and no existing 
tool reasons about consequence in motion.

By CEO problem, we obviously do not mean the 
only issue occupying executive attention. Leaders 
will always balance long-term strategy, growth 
ambitions, organisational change, and vision. But 
how we are defining the CEO problem in this 
context is different. CEO problems cut to the core 
of how the organisation fulfils its purpose and 
serves those who depend on it. They represent 
systemic fragilities that carry material strategic 
risk, and they are precisely where Unified 
Intelligence must begin.

Where to begin.

The CEO problem defines where Unified 
Intelligence must exist. It does not define where 
it must start. Organisations should not attempt to 

deploy Unified Intelligence everywhere at once. 
Foundational capabilities are not adopted 
wholesale; they are proven under pressure. 
Unified Intelligence must earn trust before it 
earns scale.

The common misinterpretation is to equate this 
with starting small in importance. That is a 
mistake. Unified Intelligence should never be 
applied to trivial problems. Instead, it must be 
deployed narrowly in scope, but high in 
consequence. This requires identifying a high 
value substrate of the CEO problem.

A substrate is a bounded, operationally coherent 
expression of a systemic issue. It is not the entire 
problem space, but a specific area where the CEO 
problem reliably manifests, where consequences 
propagate quickly, and where the cost of 
misunderstanding is tangible. The substrate 
retains the essential dynamics of the wider 
problem, but within a domain that is realistic to 
instrument, reason about, and act upon. For 
example, if the CEO problem is broadly traffic 
congestion, a starting point may be to target a 
specific vehicle class first as the high value 
substrate. Perhaps the CEO problem is estate 
wide resource constraints, but the substrate 
focuses on a specific one. Perhaps it's to do with 
resource allocation, but the substrate focuses on 
a specific type of resource within predefined 
conditions. 

This bounding exercise must be achievable. You 
cannot define boundaries where the operational 
physics doesn’t allow. It must be something that 
can be looked at in isolation, but where the 
Unified Intelligence capability is required. Small 
and targeted but complex and multi-layered. 
Once identified and agreed, the deployment 
path becomes more understandable, safer and 
accelerates. 

These substrates are not arbitrary. They are 
chosen because they concentrate risk, decision 
pressure, and consequence into a form that 
Unified Intelligence can meaningfully influence 
from the outset.

By constraining scope while preserving 
consequence, organisations create the 
conditions for Unified Intelligence to prove its 
value quickly and credibly. The capability is 
embedded into live operations, exercised under 
real conditions, and trusted because it 
demonstrates foresight where existing tools do 
not.



What must then be true is that Unified 
Intelligence can be deployed in small, defined, 
narrow scope and scale. It must be capable of 
growing iteratively and evolving over time. This is 
a fundamental truth that unlocks Unified 
Intelligence as a true, holistic, always-on 
intelligence capability. For an organisation to go 
from zero to one, the following must be true of 
the underlying Unified Intelligence capability:

1. It must allow for concentrated deployment
2. It must allow the substrate deployment to be 

achieved quickly
3. It must be fully functional so that it can be 

battle-tested in live operations
4. It must be able to scale without issue across 

functions and areas of an organisation

In other words, the technology that enables the 
Unified Intelligence capability, an always on 
intelligence engine that knows the past, present 
and future, updates continuously, understands 
how events propagate to model cascading 
impacts and continuously reasons to self-select 
relevant information and produce reports and 
recommendations un-prompted, all unique to 
the systemic fragility of the specific organisation, 
must be capable of being delivered quickly, in a 
modular way, that can scale uninterrupted and 
ready to be battle-tested day one. 

To do this, the underlying technology must have 
been built with a genuine understanding of how 
Unified Intelligence can be achieved. 

The central mechanism that enables this 
deployment model is the combination of 
Micromodels and ontology. Micromodels are 
small, purpose-specific models, each 
representing a discrete operational behaviour. 
They are deployed against tightly scoped 
elements of an operation, the atomic units where 
decisions, constraints, and dynamics interact. 
Each Micromodel operates independently, 
consuming live data and continuously updating 
its outputs as conditions change.

Crucially, Micromodels do not operate in isolation. 
They are connected through a shared ontology. 
The ontology provides the semantic and spatial-
temporal structure that defines how operational 
elements relate to one another. It contextualises 
Micromodel outputs by anchoring them to assets, 
processes, locations, and time. A prediction 
generated in one part of the system is 
immediately meaningful to others because the 
ontology encodes how the operation works.

Together, Micromodels and ontology form a 
dynamic, continuously updating web of 
intelligence that reflects the operational physics 
of the system in motion. The ontology functions 
as the central nervous system of Unified 
Intelligence. Micromodels act as the sensory and 
motor units: detecting change, predicting 
behaviour, and driving response. Importantly, 
neither needs to be complete at deployment. 

Unified Intelligence is designed for a reality that is 
not static. The ontology is built to evolve as the 
operation evolves. New Micromodels can be 
introduced, existing ones refined, and 
relationships extended without destabilising the 
system. Iterative expansion is not an afterthought; 
it is a foundational design principle.

This architecture is what allows Unified 
Intelligence to be deployed rapidly to a defined 
substrate, withstand live operational testing, and 
expand without breaking. It also materially 
reduces risk. Because Micromodels are modular, 
organisations can shift focus, refine scope, or 
redirect effort quickly as learning accumulates. 

This baked-in adaptability is what makes a true 
zero-to-one transition possible: not through a 
single irreversible bet, but through controlled, 
evidence-driven expansion of intelligence where 
it matters most.

An iterative 
deployment model.
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Unified Intelligence, a new category

Deploying Unified Intelligence to a narrow 
substrate is necessary, but it is not sufficient. For 
the capability to expand, it must cross a critical 
threshold: trust.

Trust in intelligence does not arrive through 
explanation, demonstrations, or executive 
mandate. It emerges through use, and more 
specifically, through surprise. When Unified 
Intelligence is first deployed against a substrate 
of the CEO problem, operators do what 
experienced professionals always do when 
confronted with a new system: they test it. They 
compare its outputs to their own judgement. 
They look for gaps, edge cases, and failure modes. 
They treat its recommendations cautiously, often 
defensively.

This initial scepticism is not resistance; it is 
competence asserting itself. In the early phase, 
operators will continue to rely primarily on 
experience, intuition, and established heuristics. 
Unified Intelligence is observed, not trusted. Its 
outputs are interesting, sometimes helpful, but 
rarely decisive. This is expected, and necessary. 
The inflection point occurs when the system 
surfaces something the operator did not already 
know.

Not a restatement of the obvious. Not a cleaner 
dashboard. Not a faster calculation. But a 
materially new insight: an emerging 
consequence, a coupling, or a downstream effect 
that was not visible through existing tools or 
experience. Something that contradicts local 
intuition. At first, this insight is doubted. 
Operators check it against reality. They look for 
errors. They wait to see whether it manifests. And 
when it does, when the predicted consequence 
unfolds exactly as described, the relationship 
changes.

This moment is pivotal.
Trust does not increase gradually after this point; 
it flips. Unified Intelligence is no longer perceived 
as another system providing information. 
It becomes a source of foresight. Operators begin 
to consult it, not to confirm what they already 
believe, but to discover what they might be 
missing.

Importantly, this trust is not blind. It is grounded 
in demonstrated understanding of the 
operation’s real dynamics. Because Unified 
Intelligence reasons explicitly about how events 
propagate through the system, rather than 
reporting isolated metrics, its credibility grows 
with each validated insight.

Once this threshold is crossed, behaviour 
changes. Operators begin to act earlier. 
Conversations shift from reaction to anticipation. 
Decisions are informed not just by what is 
happening, but by what is about to happen and 
why.

At this stage, Unified Intelligence becomes more 
than trusted. It becomes relied upon.
This reliance is what enables expansion. When 
operators advocate for the system, when they ask 
for it to be extended to adjacent substrates, 
additional assets, or broader scopes, trust has 
moved from the technical to the organisational. 
Unified Intelligence no longer needs to justify its 
presence; it is pulled deeper into the operation.

This is why deployment must begin with a 
narrow, high-consequence substrate. Only in 
environments where outcomes matter, 
propagate quickly, and are observable, does 
Unified Intelligence can demonstrate the kind of 
foresight that changes belief.

The trust 
inflection point.



Trust is not designed. It is earned. And in Unified 
Intelligence, it is earned precisely once the 
system reveals something true that the 
organisation could not see on its own. That 
moment is the trust inflection point, and it is 
what turns a deployed capability into an 
embedded one.

A compounding capability.

Once Unified Intelligence crosses the trust 
inflection point, it ceases to behave like a tool and 
begins to behave like a capability. Trust is earned 
through narrow, rapid deployment, exposure to 
live operations, and continuous presence. When 
the intelligence proves itself under pressure, and 
remains always on, the organisation does not 
simply adopt it. It builds upon it. This is the 
defining test of a true capability: whether it 
compounds in value over time. Unified 
Intelligence does.

Expansion follows naturally toward fuller 
coverage of the CEO problem. Additional 
Micromodels are introduced to adjacent parts of 
the operation. New data sources are integrated. 
The ontology extends to encompass more assets, 
processes, and dependencies. The intelligence 
layer gains broader context and richer 
understanding as it reasons across a widening 
operational landscape.

Crucially, this growth is not linear. Value does not 
increase through marginal improvements or 
additional tools. It compounds because 
intelligence improves as visibility increases. As 
more of the operation is modelled, cascading 
impacts traverse more pathways, insights draw 
on more dimensions, and relevance becomes 
more precise across roles, time horizons, and 
decision contexts.

Always-on intelligence delivers its most 
immediate value at the front line, where time 
pressure is highest and tolerance for delay is 
lowest. But as the capability expands, its centre of 
gravity shifts. What begins as operational 
foresight evolves into a continuously updated 
representation of how the business works.

At sufficient scale, Unified Intelligence becomes 
a living world model of the organisation. This 
unlocks a second order of value. What begins as 
a narrowly deployed operational capability, 
proven under real conditions and expanded 
incrementally, accumulates into a continuously 
maintained understanding of how the 
organisation functions. Tactical, strategic, and 
transformational decisions can now be explored 
against the same operational truth that has 
already been validated at the front line.

Because this intelligence is built from the 
bottom up, it does not rely on abstraction or 
periodic synthesis. It reflects live constraints, real 
dependencies, and how decisions propagate 
through the system over time. Executives are no 
longer dependent on static analyses or episodic 
models produced in isolation from execution.

At this point, the agent can be used as a true 
decision copilot. Rather than answering isolated 
questions or generating analysis on demand, it 
reasons continuously over the same living 
operational model that has already proven itself 
at the front line. Leaders can test proposed 
interventions, policies, or future scenarios against 
this always-on intelligence fabric, exploring not 
just what might happen, but how and why 
outcomes would emerge as conditions change.

Because the agent is grounded in a continuously 
updated representation of the organisation’s real 
constraints, dependencies, and dynamics, its 
responses are not hypothetical or generic. They 
reflect how the business actually behaves. 
Executives can stress-test decisions, examine 
second- and third-order effects, and explore 
alternative courses of action against a shared 
operational truth, rather than relying on static 
models or disconnected analysis.

This is not conversational intelligence layered 
onto the organisation. It is decision support 
rooted in a living world model of the business, 
and it is the natural outcome of intelligence that 
compounds over time. This is not an added 
feature. It is an inevitable consequence of 
intelligence that compounds.



Thiel argues that 'zero to one' ideas are both true and contrarian: they describe 
something fundamental about the world that most people do not yet believe. 
Unified Intelligence meets that standard.

The true insight is that intelligence in complex operations cannot be episodic, 
reactive, or assembled on demand. In environments where consequence 
propagates faster than human intuition, intelligence must exist continuously, 
before it is asked for, and reason explicitly about how decisions reshape reality 
over time.

The contrarian insight is that this capability cannot be delivered by scaling 
existing tools, adding more AI, or improving dashboards. Nor can it be adopted 
generically. Unified Intelligence must be built into each organisation’s 
operational reality, starting with a narrow, high-consequence substrate of a 
systemic CEO problem, and expanding iteratively as trust is earned.

Most organisations still believe that better decisions come from better analysis. 
Unified Intelligence asserts something more uncomfortable: that better 
decisions require a continuously maintained understanding of how the system 
behaves, not just what it reports.

This is why Unified Intelligence is a zero to one shift. Not because it is 
ambitious, but because nothing less can close the gap between how complex 
systems actually behave and how organisations attempt to reason about them 
today.

True and 
contrarian.
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